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* * * First Change * * * *
3.1
Definitions

Caller Identity Analytics function: A verification function that analyzes a large set of traffic data to identify fraud and caller identity spoofing trends and make risk recommendations about the originating telephone number based on trend analysis. 
Blacklist

List of identities or identity ranges that, for one reason or another, are being denied a particular service. 

Spoofed call: A call where caller identity creation, modification or removal in call signalling results in an unauthorized or illegal use of this identity in the call., This typically occurs where the caller intends to defraud the called user or otherwise illegally obscure the real caller identity. 
Whitelist

List of identities or identity ranges that are provided particular services. Whitelist is also named VIP list.
* * * Next Change * * * *
4.X
Caller Identity Verification Results Delivery to the User
The OIP service (including delivery of the calling name) and the eCNAM service deliver identity information based on information generated by the originating network (e.g., telephone number). Caller Identity Verification functions, such as Caller Identity Analytics functions at the terminating network, can modify the originating network’s caller identity information in accordance with the terminating operator policy. The modified name is intended to provide information to the end user about the potential risks associated with the caller identity.
Full or partial name string modifications that result from or are performed by the Caller Identity Analytics function shall be delivered to the UE, according to local operator policy.

Example displays:

J. Smith

"SCAM?" J. Smith

"POSSIBLE SCAM".
This is primarily intended for situations where the existing device is unable to, otherwise, present new information to the user, such as spoofing indications.

* * * End of Changes * * * *
